Senior DevOps Engineer | CYBERMONITORING PROJECT

Workplace: KRAKOW

Duties and responsibilities:

Utilize various open source technologies.

Use various tools to orchestrate solutions.

Build independent web based tools, microservices and solutions.
Understand how various systems work.

Understand how IT operations are managed.

Manage source control including GIT.

Requirements and qualifications:

Bachelor’s Degree or MS in Engineering or equivalent.

4-5 years of hands-on experience and deep knowledge of Node.js and Java/JVM based
languages.

Long, demonstrated expertise with AWS Amazon cloud for the Application and System services
provided by this cloud hosting.

Write scripts and automation using Perl/Python/Groovy/Java/Bash.
Configure and manage data sources like PostgreSQL, Elasticsearch, Redis.

noSQL principles knowledge.



Several years of experience in managing Linux based infrastructure.

Several years of hands-on experience at least in one scripting language.

Several years of hands-on experience with databases including SQL a noSQL.

Sense of ownership and pride in your performance and its impact on company’s success.
Critical thinker and problem-solving skills.

Team player.

Very good time-management skills.

Interpersonal and communication skills.

Fluent English and Polish language (both: oral and verbal).

Our offer:

Stable employment in a fast growing environment.

Small teams, and friendly atmosphere.

Possibility to have personal influence on the technological landscape of the project.
Extensive social package.

Language classes on different levels in the office (English and German).

Every day different fresh fruits in the office.

Flexible hours.

Possibility to work from home.

If that sounds interesting — JOIN US! We are looking for an open to a new challenge DevOps Engineer
willing to put his/her know-how autonomously into practice by joining our cybermonitoring project!

CONTACT US via email: career.pl@crif.com
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